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1 [bookmark: _Toc88478664]Statement of Aims and Objectives
1.1. [bookmark: _Toc497119894][bookmark: _Toc88478665]South East Coast Ambulance Service NHS Foundation Trust (‘the Trust’) depends on the patient data and records it holds to operate efficiently and account for its actions. The Trust has a statutory obligation to maintain accurate health records and patient data and to make arrangements for their safe keeping and secure disposal. All records created in the course of the business of the Trust, of whatever format and medium are public records under the terms of the Public Records Acts 1958.

1.2. [bookmark: _Toc497119895]To promote a consistent standard of high-quality health records and patient data, in line with the requirements of the law.

1.3. [bookmark: _Toc497119896]To clarify staff responsibilities, duties and legal obligations relating to health records and patient data.

1.4. [bookmark: _Toc497119897]To develop a Trust wide understanding of how patient data contributes to continual improvement and improved patient outcomes.

1.5. [bookmark: _Toc497119898]To ensure patient data and health records are securely stored, available and can be accessed when needed.
2 Principles
2.1. [bookmark: _Toc497119900]This Policy applies to all staff in a permanent, temporary, voluntary or contractor role acting for or on behalf of the Trust.

2.2. [bookmark: _Toc497119901]This policy covers all health records and patient data documents in any format including paper, electronic and data held on clinical registers such as history marking. It also includes records generated within the Emergency Operations Centre (EOC) such as call recordings and CAD records. 

2.3. Concise, accurate and legible patient care record keeping is an integral part of all healthcare practice. It is a tool of professional practice and one which contributes to the care of the patient. It is not separate from the care process and is not an ‘optional extra’ to be fitted in if circumstances allow. All staff who have responsibility for creating and/or managing health records must adhere to these principles.

2.4. [bookmark: _Toc497119902][bookmark: _Toc497119903][bookmark: _Toc101254631][bookmark: _Toc101261798][bookmark: _Toc497119905]Patient data and health records must be held securely, retained and disposed of appropriately. The paper copy of the health record is stored on an electronic system and the paper copy, once stored, can be destroyed after three months. An approved external shredding company with an industrial shredder is hired for this purpose and provides a certificate as evidence of destruction. Where possible, the Trusts management of patient health care records is undertaken in accordance with the Records Management Code of Practice for Health and Social Care (2021). 
2.5. Information generated as part of a Trust approved/engaged research project will be handled in accordance with the relevant guidance published by the Health Research Authority. 

2.6. It is the responsibility of all Senior Managers/Clinical Staff within the Trust to ensure that staff within their remit who have any involvement with patient data or health records are made aware of, and fully understand, their roles and responsibilities in this regard. 

2.7. [bookmark: _Toc497119906]Minimum Standards for Health Records
[bookmark: _Toc497119907][bookmark: _Toc497119908]	  All health records, where contact with a patient has been made must 	  contain (but is not limited to) the minimum dataset which is:

2.8. [bookmark: _Toc497119909]               Incident Number
2.9. 	Incident Date
2.10. 	Vehicle call sign
2.11. 	Crew personnel number(s)
2.12. 	Crew clinical grade(s)
2.13. 	Station/Base Operating Unit group
2.14. [bookmark: _Toc497119910]	Patient full name
2.15. 	Patient gender
2.16. 	Patient Date of Birth
2.17. 	Patient age
2.18. 	Patient ethnicity code
2.19. [bookmark: _Toc497119911]	Patient Postcode
2.20. 	Parent/Carer/Guardian (for children under 16 years and     under) 
2.21. 	Patient GP practice
2.22. 	NHS number
2.23. 	Crew condition code(s)
2.24.  	Presenting complaint
2.25. 	Disability disclosure (self-disclosed)
2.26. 	Drug codes (if applicable)
2.27. 	Outcome/disposition code

2.7.1 	Impression Code
It is not always possible to document all this information (such as when caring for an unconscious patient) but all reasonable efforts should be made to do so. In cases where there is missing information, a reasonable justification for missing information should be documented on the record. 
3 [bookmark: _Toc88478666][bookmark: PolicyDefinitions]Definitions
3.1. [bookmark: _Toc497119916]Health Record
[bookmark: _Toc497119917]General Data Protection Regulation (GDPR) describes a health record as consisting of information about the physical or mental health or condition of an identifiable individual made by or on behalf of a health professional in connection with the care of that individual. A Health Record is any information, in any medium, held by the Trust that relates to and concerns a patient’s health, as defined in the Trusts Data Protection Policy.
3.2 [bookmark: _Toc497119918]Health Records and Patient Data Management 
[bookmark: _Toc497119919]It is a mandatory process to direct and control the creation, version control, distribution, filing, retention, storage and disposal of records, in a way that is administratively and legally sound. The key components of records management are:

3.2.1 [bookmark: _Toc497119920]Record creation
3.2.2 [bookmark: _Toc497119921]Record keeping
3.2.3 [bookmark: _Toc497119922]Record maintenance (including tracking of record movements)
3.2.4 [bookmark: _Toc497119923]Access and disclosure
3.2.5 [bookmark: _Toc497119924]Closure and transfer
3.2.6 [bookmark: _Toc497119925]Appraisal
3.2.7 [bookmark: _Toc497119926]Archiving
3.2.8 [bookmark: _Toc497119927]Disposal

3.3 [bookmark: _Toc497119928][bookmark: _Toc497119929]Records Life Cycle 
A health record life cycle is defined as the life of a record from its creation/receipt through the period of its ‘active’ use, then into a period of ‘inactive’ retention (such as closed files which may still be referred to occasionally) and finally either confidential disposal or archival preservation.

3.4 [bookmark: _Toc497119930]Disposal 
[bookmark: _Toc497119931]The process of appraising and reviewing records includes the destruction of records or transferring their custody (including to an archive) or transferring them from a paper form to an electronic medium.

3.5 [bookmark: _Toc497119932]Destruction
[bookmark: _Toc497119933]The process of eliminating or deleting records beyond any possible reconstruction.

3.6 [bookmark: _Toc497119934]Records 
[bookmark: _Toc497119935]Any recorded information created or received and maintained by the Trust in the transaction of its business or conduct of affairs and kept as evidence of such activity’.

3.7 [bookmark: _Toc497119936]Redaction 
[bookmark: _Toc497119937]A process that edits out certain information prior to publication.
4 [bookmark: _Toc88478667]Responsibilities  
4.1. [bookmark: _Toc497119939][bookmark: _Toc88478668]The Trust Board in accordance with General Data Protection Regulation, and Caldicott Guidelines, has a responsibility to its patients to ensure that personal information recorded about them remains confidential and is used for the purpose it was collected.

4.2 The Chief Executive Officer has overall responsibility for health records management within the Trust. As the Accountable Officer they are responsible for the management of the organisation and ensuring appropriate mechanisms are in place to support service delivery and continuity. Records management is key to this as it ensures appropriate and accurate information is available as required.

4.3 The Executive Medical Director as Caldicott Guardian has responsibility for ensuring that patient confidentiality is always maintained and may determine when it is in the best interests of the patient to disclose their health records. This includes the decision to deny or restrict access to a patient’s health records and to provide transcripts of recorded calls into/out of EOC.

4.4 [bookmark: _Toc497119940]The Senior Information Risk Owner (SIRO) is accountable to the Trust Board for ensuring that the information governance risk assessment and management processes within the Trust are managed effectively.

4.5 [bookmark: _Toc497119941]The Chief Digital Information Officer is the responsible officer for ensuring the Trusts technological solutions are sufficient to protect the confidentiality, integrity and availability of information held electronically. 

4.6 [bookmark: _Toc497119942]The Chief People Officer is responsible for ensuring that mechanisms are in place to analyse different staff groups’ training needs and the provision of development opportunities to support those needs.

4.7 [bookmark: _Toc497119943]Operational Team Leaders (including EOC Team Leaders) will ensure that all health records have been appropriately completed and submitted to the Health Informatics Department for processing. Where discrepancies are identified, they will liaise with the relevant crew prior to the records’ onward transportation to the Health Informatics Department.

4.8 [bookmark: _Toc497119944]Other local managers/staff are responsible for local records management and have overall responsibility for the management of records generated by their activities, e.g. for ensuring that records controlled within their department or directorate are managed in accordance with the Trust’s records management policies. 

4.9 [bookmark: _Toc497119945]The Health Informatics Manager (Non-clinical) is responsible for the overall development and maintenance of health records management practices within the Health Informatics Department. Drafting guidance for effective records management practice, ensuring secure records storage and access arrangements, and promoting compliance with this policy to ensure appropriate and timely retrieval of patient information.

4.10 [bookmark: _Toc497119946]All staff including permanent, temporary, voluntary or those in a contractor role, whether clinical or administrative, who create, receive and use health records have records management responsibilities. All staff must ensure that they keep appropriate records of their clinical care in the Trust and manage those records in keeping with this policy and with any guidance subsequently produced. 
5 Education and training
5.1 [bookmark: _Toc497119948][bookmark: _Toc88478669][bookmark: _Toc497119949]Trust staff will be made aware of their responsibilities for record-keeping and management through generic and role-based training programmes and guidance.

5.2 Training in respect of record keeping and standards to adhere to is included as part of the Trusts annual key skills training programme. This is monitored and managed centrally via the Trusts Clinical Education Department.  

5.3 [bookmark: _Toc497119950]The training requirements for this Policy will be captured as part of the Trust’s annual Training Needs Analysis to inform Key Skills programme development.

6 Monitoring compliance
6.1 [bookmark: _Toc497119953][bookmark: _Toc210802636][bookmark: _Toc88478670][bookmark: _Hlk215574605] Compliance with the content of this Policy will be monitored by the Health Informatics Manager (Non-clinical) r and the findings presented to the Clinical Effectiveness Group as required, no less than an annual basis. 

7 Audit and Review (evaluating effectiveness)

7.1 [bookmark: _Toc269875801][bookmark: _Toc269875993][bookmark: _Toc269876133][bookmark: _Toc269876178][bookmark: _Toc270316525][bookmark: _Toc270316570][bookmark: _Toc270316768][bookmark: _Toc270316799][bookmark: _Toc270316830][bookmark: _Toc274661892][bookmark: _Toc497119955][bookmark: _Toc88478671]	This Policy will be reviewed at least every three years (or sooner if new 	legislation, national standards or working practices are introduced).

7.2 [bookmark: _Toc497119956]	This will be reviewed in line with the Policy and Procedure for the Development and Management of Trust Policies and Procedures.
8 Associated Trust Documentation
8.2 Storage of Patient Clinical Records Procedure Information Governance Policy
8.3 Data Subject Access Request Policy and Procedure
8.4 Records Management Policy
8.5 Patient Clinical Record Completion and Submission Procedure.
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