
 
 
 
 
 
 

Date:  
 
Email:  

Dear, 

I am writing in response to your enquiry under the Freedom of Information Act 2000 
(FOIA) reference FOI 230601. 

 
You requested the following information, please see our response below: 

 
For each year (2020 – 2022), please confirm how many cyberattacks your Trust 
has suffered? 

 
Information relating to cyber security is exempt from disclosure under Section 31(3) 
of the Freedom of Information Act 2000 – ‘Law Enforcement’. This information could 
be prejudicial to the Trust’s cyber security. 

 
For each year (2020 – 2022), please confirm how many cyberattacks have 
resulted in the halting of or delay in delivery of care or services to patients? 

 
Information relating to cyber security is exempt from disclosure under Section 31(3) 
of the Freedom of Information Act 2000 – ‘Law Enforcement’. This information could 
be prejudicial to the Trust’s cyber security. 

 
For each year (2020-2022), please confirm: 
-The GBP (£) value of budget allocated to cybersecurity -What percentage of 
the Trust’s entire budget for the financial year was spent on cybersecurity? 

 
This is commercially sensitive. 

 
How many times in the last 12 months have you audited your third-party 
suppliers’ cybersecurity measures? 

 
We do not formally audit third parties cybersecurity measures. 



I hope you find this information of some assistance. 

If for any reason you are dissatisfied with our response, kindly in the first instance 
contact Caroline Smart, Head of Information Governance via the following email 
address: 

 
FOI@secamb.nhs.uk 

 
 
 
Yours sincerely 

 
Freedom of Information Coordinator 



 


